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ABSTRACT

In modern society, video surveillance has become widespread across various social sec-
tors, deeply integrating into people’s daily lives. Detecting abnormal events from these surveil-
lance videos holds significant importance , particularly in scenarios such as security monitor-
ing, production quality control, patient care, and smart homes. However, the rapid growth
of video data significantly increases the difficulty of detecting abnormal events using manual
methods. Therefore, developing an intelligent video anomaly detection method for automating
video anomaly detection is of great value in multiple aforementioned scenarios.

Semi-supervised methods are the mainstream task definition for video anomaly detection.
In the training phase, semi-supervised methods use unlabeled normal video sequence data to
learn the features of normal video sequences. In the testing phase, if the features of the input
video sequence significantly differ from those of the normal video sequence, it is marked as
abnormal.

There are two main issues in existing semi-supervised deep learning methods for video
anomaly detection: 1) Insufficient temporal smoothness: most of the generative frame methods
based on the Long Short-Term Memory-Autoencoder (LSTM-AE) framework lack temporal
smoothness between adjacent output frames. 2) Inadequate generalization capabilities: during
the domain research of this thesis, no method was found to achieve satisfactory detection results
on different datasets, indicating insufficient generalization capabilities of current methods.

The contributions of this thesis can be summarized as follows:

First, to address the issue of insufficient temporal smoothness in current methods, this
thesis proposes a temporal smoothness enhancement method based on the LSTM-AE frame-
work. By adding an additional constraint term to the training objective function, the difference
between adjacent feature latent vectors output by the LSTM is limited, thus making the output
frame sequence smoother in the temporal domain. Experiments show that various previous
LSTM-AE-based methods exhibit significant performance improvements after applying the
temporal smoothness enhancement method from this thesis.

Second, to address the inadequate generalization capabilities of current methods, this
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thesis proposes a new video anomaly detection framework based on Generative Adversarial
Networks (GANs). By introducing two novel modules to address specific problems in the
existing framework, the generalization capabilities of the method are improved. Experimen-
tal results show that the method proposed in this thesis achieves comparable performance to
state-of-the-art results on multiple public datasets and significantly enhances its generalization
capability across different datasets. Furthermore, to address the slow detection speed of the
aforementioned framework, this thesis introduces a self-attention mechanism network to re-
place the LSTM, achieving parallelization of some computations while accelerating detection
speed with only a slight performance decrease.

In summary, this thesis primarily improves the current semi-supervised deep learning
methods for video anomaly detection. First, a temporal smoothness enhancement method
based on the LSTM-AE framework is proposed. Next, a new detection framework based on
GAN s is proposed to improve the algorithm’s generalization capability. To accelerate the de-
tection speed, a self-attention mechanism network is introduced to replace the LSTM, achiev-
ing parallelization of some computations. Experimental results show that the proposed meth-
ods in this thesis achieve excellent performance on multiple public datasets. These achieve-
ments provide new research ideas and technical foundations for the field of video anomaly
detection and are expected to play an essential role in various application scenarios such as

security monitoring, production quality control, patient care, and smart homes.
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